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Overview 



 CHIA was founded in 1986 under governor Bob Miller as an 
effort toward hospital cost containment.  

 Hospital inpatient data were collected. 

 1988-present Nevada Health Choices was produced for the 
public. 

http://chia.unlv.edu/nevadahealthchoices/html/nevadahealthchoices.htm 

 1988-present Standard Reports were created. In 2009 they 
were made available to the public in electronic format. 

http://chia.unlv.edu/stdreports/stdreports.html 
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 1993-2003 CHIA received Medicaid Claims and 
Eligibility data and created many of the reports used 
by Medicaid. 

 2000-present Nevada Healthcare Quarterly Reports 
(NHQR) were converted from paper to electronic 
format, and made available to the public. 

http://chia.unlv.edu/NHQR/utilizationandfinancial.htm 
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 1995-2000 CHIA received Charge Masters from six of 
the largest hospitals. These were analyzed along with 
billing data samples in an effort toward cost 
containment. 

 The passage of AB146 in 2007 added the collection of: 
 Hospital outpatient data 

 Ambulatory Surgical Center data 

 Public Transparency in health data 
http://www.nevadacomparecare.net/Monahrq/home.html 
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 The passage of SB338, 340, 264 and AB160 in 2011 
added the public posting of: 
 Provider Preventable Conditions 

 Hospital readmission rates (pending) 

 Surgical procedure frequency by surgeon by facility 
(pending) 

 An expansion of Quality Indicators 

 Posting of the Governor’s report, Sentinel Events, and 
Community Benefit reports 

http://www.nevadacomparecare.net/professionals/default.aspx 
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 2007 CHIA switched from the UB-92 to the UB-04 
format. All hospitals were contacted. A survey went 
out to determine how facilities wanted to submit (837 
or flat text file). Almost universally the flat file was 
chosen. 

 2008 ASCs were contacted to determine what fields 
they could submit. Formats were finalized and 
collection began. 

http://chia.unlv.edu/DataFormats.htm 

Data Collection and Processing 
Setting the Format 
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 Patient privacy and data security are primary. 

 Facilities submit data by: 

 Federal express of disc 

 Secure FTP server https://www.nvchia.com/uploads/default.aspx 

 Email 

 All data submitted are encrypted with strong 1024 bit encryption 

http://chia.unlv.edu/hospitalinpatientdata/html/chiacryptor.htm 

 Data are submitted on a monthly or quarterly basis. 
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 When data files arrive they are decrypted and 
audited. The auditor checks… 
  That all critical fields are present (Principal diagnosis, payer, 

gender…) 

 That values are within range (E.g., payers from 10-28, gender 
1,2 or 3…) 

 That patterns of values look reasonable (E.g., if 90% of 
patients are male or everyone is Self Pay, this would raise a flag.) 

 If data fail the audit, the facility is sent the audit report and a 
correction and resubmission are requested. 

Data Collection and Processing 
Auditing Data (pre-load) 



 



 



 After a quarter of data is complete it is loaded into 
our database. Post-Load audits are then performed. 
We look at: 
 Discharge count by month over an entire year to see 

that there is a reasonable balance of submissions month 
to month. If anomalies are found, the facility is 
contacted. 

 Average daily charges – If charges are submitted 
incorrectly such as pennies are left off, the charges will 
show that. 

Data Collection and Processing 
Auditing Data (post-load) 



 DRGs are checked to make sure all records are grouped 
(blank or ungroupable DRGs are flagged). 

 If problems are found in data, other audits may occur 
such as: 
 Average number of procedures are checked 

 Mix of – POA, admit type, point of origin, discharge 
status…(These and more are also checked in the pre-load audit, 
and are only checked post-load if needed.) 

 If a facility doesn’t pass the post-load audit, correction and 
resubmission is requested. 

 

Data Collection and Processing 
Auditing Data (post-load) 



 Dealing with Duplicates 

 In the past CHIA attempted to identify duplicate records 
based on repeat Patient Control Numbers (PCN). The 
downside is, each facility uniquely generates its own 
numbers and these can be duplicated between facilities. 

 Today, monthly discharge counts are checked at the facility 
level. Anomalies are flagged and raw data is searched. 

 A time/date stamp is put into our database each time data 
are loaded. This number is used to track duplicate loads. 

Data Collection and Processing 
Auditing Data 



 

Sample of Post-Load Audit Count 



 

Sample of Point of Origin Audit 



 Although no direct patient identifiers are collected, the data are still 
treated in a secure manner. 

 No researcher can receive data without first having an approved 
Limited Data Set Use Agreement (LDSUA) in place. 

http://chia.unlv.edu/hospitalinpatientdata/html/acquiringdata.htm 
 The LDSUA is approved by the State HIPAA officer after examining how 

the data will be used. 
 The LDSUA is a legally binding document. Breach of document comes 

with penalties. 
 Data can only be used in the manner specified in the LDSUA. Any 

variance requires an updated approval. 
 A profile is created for each user. This profile determines what fields will 

be included in the generated file. 

Data Collection and Processing 
Releasing the Data 
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 The GUID 

 Every record in the data that CHIA provides to 
researchers contains a globally unique identifier (GUID). 
This is a 36 digit field generated by Microsoft software 
tools. No matter who generates one of these codes, 
anyplace in the world, it is always unique. 

 This number is not sensitive. If a user finds an anomaly in 
the data, or wants CHIA to look at a particular record, 
they can email CHIA the GUID for a record(s). 

Data Collection and Processing 
Releasing the Data 



 The PUID 

This is a Patient Unique Identifier. It does not say who the 
patient is, but is unique to patients. It allows patients to be 
tracked over time. E.g., if a patient has a readmission, the 
PUID will show it is the same patient as the first admission. 
Again, we don’t know who the patient is, only that it is the 
same patient. 

This field is not available to most researchers. 

Data Collection and Processing 
Releasing the Data 



 The Generation of the PUID 

 The PUID is generated as a probabilistic match 

 It is only generated for adults (children’s PUIDs are not 
reliable – not enough information exists) 

 Tests have shown it to be 99+% accurate over a 15 month 
period (30,000+ records were used in the test). 

 It is uniquely generated each time a data set is created 

 Due to the high resource use in the generation of the code, 
updates are only available annually (fiscal/calendar) 

Data Collection and Processing 
Releasing the Data 



 As per HIPAA guidelines and federal regulations, the 
minimum number of sensitive fields (zip code, dates, race…) are 
released to perform the requested research.  

http://www.phdsc.org/privacy_security/timeline.asp 

http://www.access.gpo.gov/nara/cfr/waisidx_02/45cfr164_02.html 

 To receive data, the user must first install encryption software. 

http://chia.unlv.edu/hospitalinpatientdata/html/chiacryptor.htm  

 Data are submitted to user, encrypted, via a secure FTP server. The 
data on the server automatically expire after three days. 

https://sharefiles.oit.unlv.edu/  
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 Presently, data are released once a quarter about six 
months after the quarter is over. 

 In the past data were released closer to the end of each 
quarter, but changes in data required re-sending data to all 
users – cumbersome and inconvenient for all. 

 In the future we hope to load passed data as they arrive. 
User would be able to log in, see the status, and in real 
time submit an order for a download of the latest existing 
data. 

The Future  
real time updates 

 



 A user’s login and password would link them to their 
profile.  

 Data would be generated according to the profile. 

 Data would be encrypted for the user and loaded to 
the secure FTP server. 

 An email notice would be sent to user to retrieve 
data. 

 Data could only be decrypted by the correct user. 

The Future  
real time updates 



 If it proves useful and secure, an auditor may be 
written for the facilities. They could audit their own 
data prior to submitting it to us. If it passes, they 
could submit it through the auditor. It would be 
encrypted and sent to CHIA via a secure FTP server. 

 After submission it could be automatically loaded into 
the database so researchers would have near real 
time data available. 

The Future  
facility audits 



 The Center for Health Information is a UNLV research 
center. We fulfill state mandates to collect, process, 
analyze, and publicly report on health data. 

 Our goal is to provide health data and services that 
will ultimately be used to improve the quality of 
health in Nevada. 

Summary & Conclusion 



 

QUESTIONS? 


